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Step by Step Guide for testing and onboarding on eSakshya Platform

1. ICJS Nodal Officer of a District of any State/ UT will create Police Station wise authorised
users to access the eSakshya Mobile Application on ICJS platform.
(Annexure A)

2. Authorised users of Police Station can

a. download eSakshya Mobile Application from mSeva Mobile App Store.
b. install eSakshya mobile app on mobile phone. (User Manual at Annexure B)
c. test the eSakshya mobile app thoroughly.

3. ICJS Nodal Officer of State / UT will upload UAT certificate of eSakshya based on the
testing feedback of the mobile app from authorised users of police stations. (Annexure C
Section Il)

4. Onboarding Process for Go Live on eSakshya Platform:

a. Registration for Sakshya Locker (Annexure D):
e Registration of State/UT: Nodal Officer of State/UT will register in APl Setu

Portal (https://apisetu.gov.in/) by submitting Basic Details, Organizational details

and completing the Sign-Up process.

e Sakshya Locker Agreement: Sakshya Locker team of NeGD will share the
draft agreement, payment and other formalities.

e Generation of Client ID and Secret Key: Subsequent to the singing of
agreement, Nodal Officer of State/UT will generate Client ID and Secret Key.

b. Sharing of Client ID and Secret Key: Nodal Officer of State/UT will update the
Client ID and Secret Key received from API Setu platform with ICJS. (Annexure C
Section )

c. Issuance of Go Live Certificate (Annexure C Section IlI)

e Nodal Officer of State/UT will upload Go Live Certificate on ICJS to go online as
per the mutual readiness.
d. Confirmation of Go Live: ICJS will confirm the go live of eSakshya Platform for a
State/UT.
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https://apisetu.gov.in/

Annexure A

ICJS User Creation Manual for
eSakshya users




Assign eSakshya Module to existing Police Station Users

To let existing Police Station users access eSakshya Module, select the user from registered user list and

click on module mapping option as shown below.

o User Management ~ App Master ~ National Search ~ CJSData ~ Ref Dashb ﬂ °
@ ¥ #c yss
MINISTRY GF HOME AFFAIRS NI
1 sers Last Login
ister User Usar Repor:
u Search: | Search for Existing Usor (NamelDesignationfemailMobil No.) ol|lw|la
List of Registered Users
User Mobile gisterad o d

1 CYBER PS. Police User  cyberps. e Jpakaaaes 16-0ct-2019 SSP DEHRADUN  16-Oct-2019 SSP DEHRADUN

2 (m] CYBER PS. Police User | Cyber Thana Police Inspector (P1) ssp

3 o RAIPUR Police User SHO RAIPUR = 17-Oct-2019 SSP DEHRADUN

N

a4 1] RAIWALA Police User PS RAIWALA Station Officer (SO) 17-Oct-2019 S5P DEHRADUN

s u} RAIPUR Police User  PS RAIPUR Station Officer (S0) . 17-0ct-2010 S5 DEHRADUN

6 (m] SAHASPUR Police User PS SAHASPUR Station Officer (SO) com 17-Oct-2019 S5P DEHRADUN

7 o RISHIKESH Polica User | icjs.rishikesh s"“‘;" Ly 17-0ct-2019 5SP DEHRADUN

a DALANWALA Polics User  Anil shah Police Constable (PC) ssp 16-0ct 2019 5P DEHRADUN

9 (m] BASANT VIHAR Police User SO Basantvihar Station Officer (SO) Sepr SSP

0 caNTT Police User 50 Cantt Station Officer (50) 04Feb2019 5P DEHRADUN  19-Oct2019 S5P DEHRADUN

Select the eSakshya Module to be assigned to any existing user

Module Mapping

Assign Module
ICJS Authentication
[J NDSO
[ eProsecution
[ NCCRP

User Details
——— User Name

——
CCTNS

Login ID
Designation
Pillar

CCTNS iy,
=—

Email

eSakshya

. User Management + ApaMaster « National Search « €JSData ~ Senvices « Reports « Network Analysis « Dashboard ~ Resources ~
g ,.} & er Managemen ¥ Maate ational Search « CISDMa ~ Service o etw valy ashboa e 30UrCe ﬁ.o
@ 1C)S ==
MINISTRY OF MOWE AFFAIRS
Register User
Module Assigned Succasshully %
n Swarch: | Search for Existing User {Name|DesignationfemailMobil No) @ B
List of Registered Users
sL User Mabike S d  Pegistarsd b d D d
Me T Actien Pillar Lerval User name Designation Email HNumber on by an by
1 ik,
I Usar Airs
|
2 PR SR =
3 PR i
Usar Updated up@nicin Affars.
a Apglication A —- Minsstry Of Ho

: m
[‘ Updated - = Affairs.
& ¥’ ”
irs




Assign eSakshya Module to new Police Station Users

1. Add Role - Add role eSakshya Users as Admin type for Police Station users.

2. Menu Mapping — After Role creation, assign menu to that eSakshya Users role,
based oruser’s job function.

3. Create User — After mapping, create user as Police Station Admin.

4. Assign Module- After user creation assign eSakshya Module.

Add Role Menu Mapping Create User/ Assign
Module

o Admin Type e Assign services / menu e Create User

as per role

e Assign eSakshya
Module

Steps with Screen Shots

1. District Admin adds Role
a. Click on App Master
b. Onclicking Add Role, below screen appears

Lt User Management v App Master v National Search v Dashboard v ﬁ. o =
g s ik
MINISTRY OF HOME AFFAIRS e 1.5 R0l |
Menu Mapping
Add Role LJ‘
n‘/ Searchi | Search for Role (Role DesclRole TypelStatus)

Role List

SL No. +  Action Roka Description Roke Type Status

No data available in table

Showing O to O of O entries

c. On clicking add (+) symbol, below screen appears




Add Role

Role =

eSakshys

d. Enter Role (eSakshya) and select Role Type “Admin”.
e. Click on Add button
f. Confirmation message appears “Role added”.

e User Management © App Master ~ National Search ~ CJSData v Reports ~ Dashboard ﬂ.
¢ @
fome

MINISTRY OF HOME AFFAIRS

Add Role
Role Added ®
n Search:  Search for Role (Role Desc|Role TypelStatus) L] = | &
Role List
SL No. Action Role Description Role Type Status
1 (] police_admin admin Active
2 o I-snsma admin Active
Showing 1to 2 of 2 entries - Previous | 1 | Next

Note: One Admin Type role can be used to create multiple or all PS users.

2. Menu Mapping - After adding Role, assign menu to that particular role
Click on Menu mapping in App Master

Select Role

Select menu and click on Assign menu button to assign

Click on Apply and Save button.

a0 oo

2 User Management ~ App Master v National Search v Dashboard ~ ﬁ o -
- PN
MINISTRY OF HOME AFFAIRS Add Role
Menu Mapping
Menu Mapping Designation List
Role
‘ PS Usar

Unassignad Manu Assignad Manu

Admin Menus Assign Menus ¥
Add Role
Diesignation List Unassign Menus €
Menu Mapping
Create User
User Report
Users Last Login Apply And Save

' i ‘

User Manus
Court
E Prosecution
FSL
Polica
Prison
Search Tracker
ALIS Search




Note: User can modify (Assign or Un-assign) menus any time.

3. Create Police Station User.
a. Click on Create User in User Management. (Below screen appears)

User Management +~ App Master ~ National Search ~ Dashhoard ~

MINISTRY OF HOME AFFAIRS Create User

Users Last Login
Register User

User Report

n‘— Search:  Search for Existing User {Namel|DasignationlemailMobile No)
List of Registered Users
sL Palice User User Mobile | |
No.”  Action Station Leval name Designaticn Email Id Numbar on by on by
Deputy
1 AwAR GaTE  olice mohit jha @ of P 858601052 OFJun-2021 (o OHIun2021 b
User Rastradeep Rastradeep
Folice {DCF}
Folice: Kunviar
2 [u] PUSHICAR o She Pushkar | Director pspushiar.ajmer@rajpolicegovin WIATET  2aFeb20W L
Folica. Folica Sub- ) i Kunwiar
3 o SARWAR [ shosarvar (2% ) pssarvarasjmer@rjpolicagovin 5I04ZPET 2BF020M N
Folice. Folice Sub- Kunvar
a o GEGAL o She Gegal ey ps.gegalajmer@rajpolicegov.in WIAZEY | Wrep20m L
Folica  Sho Folica Sub- ) - . Kunwiar
5 o MANGALLAWAS ; Mamgliymas | esmaver (51 psmangliyavasajmer@rajpolicagovin  95I0AZEN  WFap20W ML
Folice Folice Sub- Kunvar
6 o PISANGAN e sho psangan (B el ps.pisanganamer@rmjpolicagovin WIANGIS WAprI L E
NASIRABAD Pelice She Pelice Inspector Kunwar
7 [u] e o sttty || psnasiobadatysjmer@iajpolicagovin  953012WE1 23 Feb20W R
Folice Folice Sub- Kunvar
8 8] SRI NAGAR e she shrinagar &0 ) pssrinagarajmer@rajpolicagovin 9I04NGY  2aeb2om L E
MiSEAEAD  oelg cho e isnac P

b. Click on add (+) symbol to get below screen

User Registration Form

User Types

Police User

Palice Station -

—Select PS--—-

Lagin Id *
Enter Login Id

Dasigration *

--Select Designation--

State #

Office State

User Name

Enter User Name

Email id =
Enter Emailid

Office Address Details
District #

Office District

Gender

--Select Gender--

Mobile

Enter Mobile Number

Offica =t

Office Name

Select User Type as “Police User”, then created Role will appear under Roles.
d. Enter all other details
e. Click on Register button to create user.

User Type

Police User

Login Id #

test_ps_userl

Designation

Station House Officer (SHO}

State

Rajasthan

User Registration Form

Roles #

PS User

User Name :*

PS User

Email id *

test@tastingcom

Office Address Details

District *

AIMER

Police Station :

ADARSH NAGAR

Gender *

Male
Mobile :*

9875412788

Office :*

Adarsh Nagar




User Management v App Master v National Search v Dashhoard ~ ﬂ o

G

MINISTRY OF HOME AFFAIRS

Register User

User Craated Successfully ®
Smarch: | Search for Existing Usar {Hame|DesignationlemailMobile No)
List of Registered Users
sL Palica User User Mobile isterad gistered  Deactivated  Dsactivated
No. ¥ Action Staticn Leval name Designation Email Id Numbsar an by an by
Depuity
1 AwaRGaTE  FOleR rnohit jha @ er OF b semGoOE2  Obnnaon  Cmer OFune 2021 Ky
User Rastradaep Rastradaep
Folica {DCF}
Folice Kurwaar
a u] PUSHKAR o Sho Pushiar  Diractor ps pushiar.amer@rajpelice.gov.in 9SI0NZETT  25feb20m WL
Folica Folice Sub- Kunwar
3 o SARWAR oo shosarvar 18 pssarwarajmer®rajpalicagavin 9s3047mEl 26-Feb-20m O
Falice Folice Sub- Kunwear
4 o GEGAL o Sho Gegal epectar (51 ps.gegalajmer@rajpalicagavin 95304797 wfab20m U
Folica  Sho Folice Sub- ) . Kurwaar
B o MANGALLAWAS |0 Tl | ey prmanglyawssamerrajpolicagovin  SSI0ANEN  Brreb20m oL
6 =} PISANGAN R e g (RIS ps.pisanganajmer@rjpolicagovin 3042636 B-Aprac  amer
User Inspactor (81} e Rastradeep

4. Module Mapping:
To let existing users access eSakshya Module, select the user and click on module
mappingoption as shown below.

PAr User Management ~ App Master ~ National Search ~ CJSData ~ Reports ~ Dashboard ﬁ °
@
% © @i

MINISTRY OF HOME AFFAIRS

— Creste Ustr
4 Users Last Login
ister User User Report
u Search: | Search for Existing User (NamelDesignationjemailMobile No.) al|llells
List of Registered Users
User Mobile
1 CYBER PS. Police User  cyberps. e Gechadad> DUN ssp
2 (m] CYBER PS. Police User  Cyber Thana Police Inspector (P1) DUN
3 o RAIPUR Police User SHO RAIPUR = 17-Oct-2019 SSP DEHRADUN
S~

a ] RAIWALA Police User  PS RAIWALA Station Officer (SO) ; DUN
5 (m] RAIPUR Police User PS RAIPUR Station Officer (SO) " ey 17-Oct-2019 S5P DEHRADUN
6 (m] SAHASPUR Police User  PS SAHASPUR Station Officer (SO) DUN
7 a] RISHIKESH Police User  icjs_rishikesh 5“"‘;" Lo o - 5P DEHRADUN
a DALANWALA Police User Anil shah Police Constable (PC) S5P DEHRADUN  16-Oct-2019 SS5P DEHRADUN
9 (m] BASANT VIHAR Police User SO Basantvihar Station Officer (SO) com Sep- SSP DEHRADUN
0 canTT Police User 50 Cantt Station Officer (SO} 04Feb2019  SSPDEMRADUN  19-Oct-2019 SSP DEHRADUN

Select the eSakshya Module to be assigned

Module Mapping

User Details Assign Module
ICJS Authentication
[JNDSO

Login ID w—————— User Name CCTNS agieiy,

Designation  GESWERMEP | Email e ——— O ePr
Pillar CCTNS 0 NCCRP

eSakshya




Register User

Module Assigned Successfully %

Smarch:  Sesrch for Existing User {Name|DesignationfemailMobike No) @ B a
List of Registered Users
sL U Mobile g5 4 ] i 4
Ne. *  Action  Pillar Lol User namme Drsignation Email ki Humber en by on by
» s
I User
licatior . o Mot
= juaat«:
N iaical c - =
Usar Updated up@nicin
4 Lu Application - a P
Updatad
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Annexure B

USER MANUAL FOR e-Sakshya MOBILE
APP
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Chapter 1 - Installation Guide
e-Sakshya Mobile app can be installed on Android phones from mSeva

(https://apps.mgov.gov.in/details?appid=270).
It is possible that your mobile doesn’t allow to Install third-party apps without the Google Play Store.

For granting permissions, follow the below steps :
e For Android® 12 & higher
a) Navigate to: Settings icon > go to {Apps}.
b) Tap Menu icon (upper-right)
c) Tap Special access
d) Tap Install unknown apps
e) Select the unknown app then tap the Allow from this source.



https://apps.mgov.gov.in/details?appid=270

Chapter 2 - Authentication Process
1. To use the e-Sakshya app, the user must enter their mobile number and enter OTP comes to the mobile

number.

0:48 ® @ W - o O O g 5 57% 049 ® © © -

Authenticate Yourself

Authenticate Yourself

e-Sakshya
@

e-Sakshya R o ush

Mobile Number

0 0000000000

Enter OTP

@

2. The User must create a Login PIN for authentication and submit Login PIN.

10:01 ™M -4 (5 Ol % B4 85% W 10:01 -4 (5 M il R Bl 85% @
e— ”~ —
e-Sakshvya e-Sakshya

® @)

CRBTD < CEBED

T — /\

o

Set 6 Digit Login PIN

@ Enter 6 Digit Login PIN

Confirm Login PIN @

Generate PIN

bk A

ﬁ:lmnﬂ National

= Informatics lnlo;;:nlll:l
ntre




3. After entering the Login PIN in the mobile app, it is necessary that user should be registered with
NSSO (Meri Pehchaan). User will be redirected to 'Meri Pehchaan' and login with mobile number
with OTP.

1623 6 § @ = s DE-Me0%E

Sign In to your account via
DigiLocker

m Username Others

L

Forgot security PIN?

PIN less authentication
| consent to terms of use

New user? Sign up

OR
Continue with

%/c_,f;::n A Nrichay

4. |If you are not registered with ‘Meri Pehchaan’, you can register by providing your details.

1730809 - o 0100%8

X Vv 2% ipehchaan.govin <

Meri

Pehchaan

WATIONAL SINGLE SIGN-0N

Sign up for DigiLocker
! Mobile ! 3 1

Date of Birth

Select Gender* N

| consent to terms of use

Verify
e




Chapter 3 - Mobile App Screens

Screen Details App Screenshots

1. After completing the authentication
process, you will see the option 'New

10:14 AT N B4 83% W
—

Sakshya', where you can submit new Cesatama
evidence.

2. Click on ‘New Sakshya’ and select the
Purpose for submitting evidence from the

following options: e =
()  BNSS176 - Scene of Crime e
(ii) BNSS105 — Search and Seizure
Videography Select Purpose
(i) ~ BNSS185- Search by Police Officer Voo e
Videography iy

BNSS185 - Search by Police Officer
Videoaraphy




3.1 BNSS176 - Scene of Crime Videography

Screen Details App Screenshots
1. If you select 'BNSS176 — Scene of nvman -
Crime Videography', you must then N /T
choose one of the following e 2
0
(i) FIR,
(ii) DDR, \ BNSS176 - Scene of Crime - |
(iii) CNR No. ® FR O DR
O  CNRNo.
After selecting the option, you needs to ;
) )

submit details, along with the date if
necessary.

2. Click on ‘Capture Video’ to record
video (Maximum time limit for

10:56 8 0

e-Sakshya

e

video be recorded not longer than 4
minutes)
BNSS176 - Scene of Crime Videography
SID: 171626914989444

WY

Capture Video

Video cannot be recorded longer than 4 minutes




3. After capturing video, the ‘add more’

AO N B 82% 0
option will be available. e ——

e-Sakshya
)

BNSS176 - Scene of Crime Videography
SID: 1171764923086635

(1d1e0940-ec23-4dde-9ca8-f2c7ac3 P
37090769543344277426642.mp4

Add More

. ]

4. Click on ‘Capture Photo’ to add photo

. 105710 oW, 15%
of evidence. :

—~—

e-Sakshya
@

by erary

T —— =

BNSS176 - Scene of Crime Videography
SID: 171626914989444

©

Capture Photo

Save & Next




5. You can click on ‘Add more’ option for
add more photos.

OO K B4 2% 0
/

e-Sakshya
[@)

(1 c s
T — =

BNSS176 - Scene of Crime Videography
SID: 1171764923086635

©
Add More

6. After submitting the photo, you have
to submit witness details with
witness’s photo. You can add more
witnesses using ‘Add more’ option. If
there are no witnesses available, you
can skip this step.

OO @A 2% R

—
e-Sakshya
@

BNSS176 - Scene of Crime Videography
SID: 1171764923086635
HGESSEETS

| S

[Gender e

©

Capture Photo




7. After submitting witness details, you
@O B4 s1%0

have to submit Selfie of person —
e»Sagfhya
recording Scene of Crime. P

T — 5

BNSS176 - Scene of Crime Videography
SID: 1171764923086635

+
©
Capture Selfie of person recording
Scene of Crime

Freeze Recording of Scene of Crime

8. Once the recording is freeze, the file
will be categorized as Un-synced ~ L T
Sakshya.

—

e-Sakshya

i c s p &
\

New Sakshya

K

Un-synced Sakshya
R1

Synced Sakshya
Qo

RC

Version (001




9.

In un-Synced Sakshya, click on ‘Sync Sakshya’
to synchronize the file.

AO®O B4 1%l
—

e-Sakshya
@

@z21d
T ———

Un-Synced Sakshya

BNSS176 - Scene of Crime Videography

SID: 1171764923086635
Dated: 6/6/2024 10:17

FIR No.: 0121234
B 1 M1
Downlaod Certificate 63(4)(C)-Part A

10. After syncing, the sakshya file will appear in

the Synced Sakshya.

1020 @ MO B4 1%l
—
e-Sakshya

New Sakshya

4

Un-synced Sakshya
Ko

Synced Sakshya
K1

Version : 0.0.1




11. In synced Sakshya, final file available, and you
can download Certificate 63(4)(c) — Part A.

Synced Sakshya

BNSS176 - Scene of Crime Videography

SID: 1171764923086635
6/6/2024 10:17

0121234

M1

Downlaod Certificate 63(4)(C)-Part A

12. Sample - Certificate 63(4)(c) — Part A

THE SCHEDULE
(See section 63(4){c)]
CERTIFICATE
PART A

(To be filled by the Party)

I, Deepak Kumar , Son of Shri Kishan Lal residing/employed &t Ashok viher, Delhi do hereby
solemnly ffimm and sincerely state and submit as follows:-

I have produced electronic record of the digital record taken from the following device: - Moblle
Make & Model: ONEPLUS, DN2101

The digital device or the digital record source was under the lawful control for regularly
creating, storing or processing information for the purposes of carrying out regular activities
and during this period, the computer or the communication device was working praperly and
the relevant information was regularly fed into the computer during the ordinary course of
business. I the computer/digital device at any paint of time was not working properly or as
of aperation, then it has not affected the electronic/digital record or its accuracy. The digital
device or the source of the digital record is: - Owned and Operatedby me.

| state that the HASH velua/s of the electranic record/s is

‘c7aB04b4254cBf 4385351 7ef99300e8 M 432640820291 Fofbdesc0ala3350" obtained through the
following algorithm: - SHAZS6. and the hash values of individual phaotoyvideo s enclosed with the
certficate

(Name and Signature)

Diate: 6/6/2024 10:17

Flace: Delhi
Longitude: null - Letitude: null




Dated: 6/6/2024 10:17

FIR Mo: 0121234
Videography:
1 Eil 1d1e0940-ec23-ddde-Scal
7426642, mpd
Hash value:
f 31906achBB016féaTa
Photography:
1. File Hame: £225-4d9a-9fd 1075
32112740)pg
Hash value: Tedkd
d acbeafac586a58bbdc
Witness Details
Name: test Father's Mame: Father
Gender: Male Address: 133, CGO
File Mame:  aaBfBabS-a794-4041 193793
0251005 jpg
Hash value:
Td6cecesadaSibdch
Mame: Test Father's Mame: New
Gender: Female Address: 123
File Hame: 604-4eifE-GeSF- 7134601317
TeT347 jpg
Hashvalue: fd
a50853b2a2826352d5
Investigation Officer Selfie
Flle Nama: 8dde-485a-0a6 1
0Jpg
Hash value: {7 1

afb@Tfichd5f




3.2 BNSS105 - Search and Seizure Videography

Screen Details App Screenshots

For Search and Seizure Videography, select 'BNSS105 —
Search and Seizure Videography', you must then
choose one of the following options:

(iv) FIR,
(v) DDR,
(Vl) CNR NO. :VBNSS105-Search and Seizure -
After selecting the option, you need to submit details, 2 il
O CNRNo.

along with the date if necessary.

Note: The remaining processes are the same as
the scene of crime videography.




3.3 BNSS185- Search by Police Officer Videography

Screen Details

App Screenshots

For Search by Police Officer videography, select
'BNSS185 — Search by Police Officer Videography’, you
must then choose one of the following options:

(vii)  FIR,
(viii) DDR,
(ix)  CNR No.

After selecting the option, you need to submit details,
along with the date if necessary.

Note: The remaining processes are the same as
the scene of crime videography.

Om @ 4 sexi

‘ BNSS185 - Search by Police Officer -
)

O FR O DDR

O CNRNo.

3k 3k 3k 3k 3k %k 3k ok %k %k %k 5k %k %k %k %k k %




Annexure: C

Procedure to sharing client ID and Secret
Key and Upload UAT/ Go Live Certificate
for eSakshya on ICJS Portal

Section | — Steps to share Client ID & Secret Key
Section Il — UAT Certificate Uploading Procedure & UAT Certificate templates

Section Ill — Go Live Certificate Uploading Procedure & Go live Certificate templates




Section I - Steps to share Client ID & Secret Key

Select the eSakshya Credentials menu from Menu list

- JOx W @ C
Esakshaya Details
Enter Client ID and Secret Key generated from API Setu Portal and click on submit button
@ C

State: Delhi
Esakshaya Details /\

Client 1D UKCI9CD3IBC Chent Key -




Success message appears:




Section II - Steps to upload UAT Certificate

Select the eSakshya Certificates menu from Menu list and click on Upload UAT Certificate button

. - Rep
goM@cys @
—
T —
...........
daanaag
Certificates
Upload col

Select the checkbox against the list of deliverables/ works and upload the UAT certificate and finally click on
button Uplaod & Submit.

$recm -
daagnal
Certificates
Uptoad UATCartifincted [Uplosd GolivaCartificates

ﬂﬁkﬂmn—m—h‘wwmnumh—nuﬂ—‘wm‘

I Authorised users of Police Station have downloaded and installed eSakshya Mobile Appiication from mSeva Mobile App Store.
i Authorised users have tested the eSakshya mobile app thoroughly.

Choose File Screenshot 20.P19

i S e




Post uploading and submission success message appears as shown below:

SubmTIed! Your 2313 has ben successtully submitted
MINISTRY OF HOME AFFAIRS

T —
DrrtrrrEree
o o

es

Certificat

— I 1

£ District Admin has created Police Station users on ICJS and have assigned eSakshya Module.

O Authorised users of Police Station have eSakshya Mobile from mSeva Mobile App Store.
£ Authorised users have tested the eSakshya mobile app thoroughly.

Choose File Screenshot 20.pag

[




UAT Certificate (Template)

State/ UT: Date:

Nodal Officer Name:

Designation:

This is to certify that eSakshya application trial has been successfully completed and
accepted by dated on

Total No. of users on-boarded for testing:

List of Accepted Deliverables/Work Yes/ No

District Admin has created Police Station users on ICJS and have assigned eSakshya
Module.

Authorised users of Police Station have downloaded and installed eSakshya Mobile
Application from mSeva Mobile App Store

Authorised users have tested the eSakshya mobile app thoroughly.

Certified as completed by and accepted by:

Signature and stamp:

Date:




Section III - Steps to upload Go Live Certificate

Select the eSakshya Certificates menu from Menu list and click on Upload Go Live Certificate button
Note: User can upload Go Live Certificate only after he has uploaded UAT certificate.

vvvvvvvvvvvv

daanned
Certificates
[pioad UATCarifiacied m—.é_l

Select the checkbox against the list of deliverables/ works and upload the Go Live certificate and finally click
on button Uplaod & Submit.

Mcust

»

I

-
®

T —

............

Certificates

[+
Upload

1C3S Modal Officer of State / UT has uploaded UAT certificate of eSakshya based on the testing feedback of the mobile app from authorised users of police stations
Tl Modal Officer of State/UT have registered on AP Setu Portal.

T Modal Officer of State/UT have generated the Client ID and Secret key from API Setu Portal and shared it with ICJS
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Post uploading and submission success message appears as shown below:
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[Upload UATCertifiactes] ificates

1035 Modal Officer of State / UT has uploaded UAT certificate of eSakshya based on the testing feedback of the mobile app from authorised users of police stations
€l Modal Officer of State/UT have registered on AP! Setu Portal.

T Nodal Officer of State/UT have generated the Client ID and Secret key from API Setu Portal and shared it with ICJS
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Go Live Certificate (Template)

State/ UT: Date:

Nodal Officer Name:

Designation:

This is to certify that eSakshya application has been thoroughly tested and is ready to Go
Live.

List of Accepted Deliverables/Work Yes/ No

ICJS Nodal Officer of State / UT has uploaded UAT certificate of eSakshya based on the
testing feedback of the mobile app from authorised users of police stations.

Nodal Officer of State/UT have registered on API Setu Portal.

Nodal Officer of State/UT have generated the Client ID and Secret key from API Setu Portal
and shared it with ICJS

Certified as completed by and accepted by:

Signature and stamp:

Date:




Annexure: D

Registration for Sakshya Locker




1. API Setu (Basic Details Page)

Sign Up Your User Account

Thank you for sharing your details

Personal Information: Step 1 - 2

Name: "

Munishwar Bajolia

Organization Name: *

Delhi state

Mobile No.: *

Personal

[ 8130676767

2. API Setu (Organizational Details Page)

Just one more step. Please tell us a little bit about your or

Want to become:

Consumer

Designation: *

pce

Official Email.: *

munishwarbanic.in

Sign Up Your User Account

Thank you for sharing your details. Just one more step. Please tell us a little bit about your organization

Organization Information : Step 2

O

Personal

Organization Type: *

Central government

State: *

---Select State---

GSTN:

Website URL: *

Explain the specific use case *

Terms of use *

O

Organization

Ministry: *

Select ministry

District: *

---Select District---

PIN Code: *

Explain about your organization *

Explain briefly what your orgar




3. API Setu Add Authorization Partner’s key

@ APisetu

é Consumer

Add Authorised Partner's Key

[ Issued Documents
[ DigiLocker Drive

O Openid

[ Profie information (Name, Date of Birth, Gender)
[ Get your Emai

O Getyo

0 Gety e

[ Get your profile picture
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